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Re: Law Enforcement and Privacy }

FCC Chairman Powell:

As a concemned individual, I am writing to express my opposition to the Department of Justice’s request that all new
Imr.mct oommm\ication services be required to have built-in wiretapping acoess.

S
Idonotbeheveth:sreqmcmcntnsnecessazy Longstanding laws already require Internet Service Providers and
Internet telephone companiés to allow the FBI to conduct surveillance. The FBI is going far beyond thesc existing

powers by trying to force the industry to actually build its systems around government cavesdropping. It is the
equivalent of the government requiring all new homes be built with a peephole for law erforcement to look through.

I am very concerned that this requirement represents an end-nun around Congress. Leawmakers, afler extensive
deliberations, set up boundaries for how the FBI can collect information between sowces like phone companies and
data sources like e-mail. I‘heFBI’saggrcssweandm:pansmmdmgofthc!nwwmﬂd'cypamﬂwlemlmepmoess
to alter that careful balance.

lundumndmabquuiﬁngammhymompemnﬂmmmmimﬁmmcgwmmmmuuﬁngmwymd
potential for hackers and thieves — or even rogue government agents — to access our perscral communications. Past
efforts to provide this sort of “backdoor” access have not been successful and only created a rich opportunity for
hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of Justice that our new Internet
communication technnlogics should have built-in wiretapping

I look forward to hearing your thoughts on this matter.
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